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Abstract : In this paper, steganographic strategy is used to hide the text file inside an image. To increase the storage limit,
predictive coding is utilized to implant information. In the proposed plan, one can exchange secure information by means of
predictive coding methodology. The predictive coding produces high stego-image. The pixels are utilized to insert mystery
information in it. The proposed information concealing plan is powerful as contrasted with the existing methodologies. By
applying this strategy, a provision helps clients to productively conceal the information. Entropy, standard deviation, mean
square error and peak signal noise ratio are the parameters used to evaluate the proposed methodology. The results of
proposed approach are quite promising.
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