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Abstract : RSA system is a great contribution for the encryption and the decryption. It is based on the modular exponentiation.
We call this system as “a large of numbers for calculation”. The operation of a large of numbers is a very heavy burden for
CPU. For increasing the computational speed, in addition to improve these algorithms, such as the binary method, the sliding
window method, the addition chain method, and so on, the cluster computer can be used to advance computational speed. The
cluster system is composed of the computers which are installed the MPICH2 in laboratory. The parallel procedures of the
modular exponentiation can be processed by combining the sliding window method with the addition chain method. It will
significantly reduce the computational time of the modular exponentiation whose digits are more than 512 bits and even more
than 1024 bits.
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