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Abstract : Security of context-aware ubiquitous systems is paramount, and authentication plays an important aspect in cloud
computing  and  ubiquitous  computing.  Trust  management  has  been  identified  as  vital  component  for  establishing  and
maintaining successful relational exchanges between trading partners in cloud and ubiquitous systems. Establishing trust is
the way to build good relationship with both client and provider which positive activates will increase trust level, otherwise
destroy trust immediately. We propose a new context-aware authentication system using a trust management system between
client and server, and between servers, a trust which induces partnership, thus to a close cooperation between these servers.
We defined the rules (algorithms), as well as the formulas to manage and calculate the trusting degrees depending on context,
in order to uniquely authenticate a user, thus a single sign-on, and to provide him better services.
Keywords : ubiquitous computing, authentication, context-awareness, trust management
Conference Title : ICUCS 2018 : International Conference on Ubiquitous Communication Systems
Conference Location : Paris, France
Conference Dates : June 25-26, 2018

World Academy of Science, Engineering and Technology
International Journal of Information and Communication Engineering

Vol:12, No:06, 2018

O
pe

n 
Sc

ie
nc

e 
In

de
x,

 In
fo

rm
at

io
n 

an
d 

Co
m

m
un

ic
at

io
n 

En
gi

ne
er

in
g 

Vo
l:1

2,
 N

o:
06

, 2
01

8 
pu

bl
ic

at
io

ns
.w

as
et

.o
rg

/a
bs

tr
ac

ts
/8

91
16

.p
df

ISNI:0000000091950263International Scholarly and Scientific Research & Innovation 12(06) 2018 1

https://publications.waset.org/abstracts/89116.pdf

