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Abstract : Cyber criminals are constantly on the lookout for new opportunities to exploit organisation and cause destruction.
This could lead to significant cause of economic loss for organisations in the form of destruction in finances, reputation and
even the overall survival of the organization. Additionally, this leads to serious consequences on national security. The threat of
possible cyber attacks places further pressure on organisations to ensure they are secure, at a time where international scale
cyber attacks have occurred in a range of sectors. Stakeholders are wanting confidence that their data is protected. This is only
achievable if a business fosters a resilient supply chain strategy which is implemented throughout its supply chain by having a
strong cyber leadership culture.  This paper will  discuss the essential  role and need for organisations to adopt a cyber
leadership culture and direction to learn about own internal processes to ensure mitigating systemic vulnerability of its supply
chains. This paper outlines that to protect national security there is an urgent need for cyber awareness culture change. This is
required in all organisations, regardless of their sector or size, to implementation throughout the whole supplier chain to
support and protect economic prosperity to make the UK more resilient to cyber-attacks. Through businesses understanding
the supply chain and risk management cycle of their own operates has to be the starting point to ensure effective cyber
migration strategies.
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