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Abstract : Cloud Computing frameworks empower organizations to cut expenses by outsourcing computation resources on-
request. As of now, customers of Cloud service providers have no methods for confirming the privacy and ownership of their
information and data. To address this issue we propose the platform of a trusted cloud computing program (TCCP). TCCP
empowers Infrastructure as a Service (IaaS) suppliers, for example, Amazon EC2 to give a shout box execution condition that
ensures secret execution of visitor virtual machines. Also, it permits clients to bear witness to the IaaS supplier and decide if
the administration is secure before they dispatch their virtual machines. This paper proposes a Trusted Cloud Computing
Platform (TCCP) for guaranteeing the privacy and trustworthiness of computed data that are outsourced to IaaS service
providers. The TCCP gives the deliberation of a shut box execution condition for a client's VM, ensuring that no cloud supplier's
authorized manager can examine or mess up with its data. Furthermore, before launching the VM, the TCCP permits a client to
dependably and remotely acknowledge that the provider at backend is running a confided in TCCP. This capacity extends the
verification of whole administration, and hence permits a client to confirm the data operation in secure mode.
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