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Abstract : Seamless modification of an entity for the purpose of hiding a message of significance inside its substance in a
manner that the embedding remains oblivious to an observer is known as steganography. Together with today&#39;s pervasive
registering frameworks,  steganography has developed into a  science that  offers  an assortment of  strategies  for  stealth
correspondence over the globe that must, however, need a critical appraisal from security breach standpoint. Microsoft Word
is amongst the preferably used word processing software, which comes as a part of the Microsoft Office suite. With a user-
friendly graphical interface, the richness of text editing, and formatting topographies, the documents produced through this
software are also most suitable for stealth communication. This research aimed not only to epitomize the fundamental concepts
of steganography but also to expound on the utilization of Microsoft Word document as a carrier for furtive message exchange.
The exertion is to examine contemporary message hiding schemes from security aspect so as to present the explorative
discoveries and suggest enhancements which may serve a wellspring of information to encourage such futuristic research
endeavors.
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