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Abstract : The proposed work falls within the context of improving data security for m-commerce systems. In this context we
have placed under the light some flaws encountered in HTTPS the most used m-commerce protocol, particularly the man in the
middle attack, shortly MITM. The man in the middle attack is an active listening attack. The idea of this attack is to target the
handshake phase of the HTTPS protocol which is the transition from a non-secure connection to a secure connection in our
case HTTP to HTTPS. This paper proposes a solution to fix those flaws based on the upgrade of HSTS standard handshake
sequence using the DNSSEC standard.
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