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Abstract : Cybersecurity is the protection of computers, programs, networks, and data from attack, damage, unauthorised,
unintended access, change, or destruction. Organisations collect, process and store their confidential and sensitive information
on computers and transmit this data across networks to other computers. Moreover, the advent of internet technologies has led
to various cyberattacks resulting in dangerous consequences for organisations. Therefore, with the increase in the volume and
sophistication  of  cyberattacks,  there  is  a  need  to  develop  models  and  make  recommendations  for  the  management  of
cybersecurity threats in organisations. This paper reports on various threats that cause malicious damage to organisations in
cyberspace and provides measures on how these threats can be eliminated or reduced. The paper explores various aspects of
protection  measures  against  cybersecurity  threats  such  as  handling  of  sensitive  data,  network  security,  protection  of
information  assets  and  cybersecurity  awareness.  The  paper  posits  a  model  and  recommendations  on  how  to  manage
cybersecurity threats in organisations effectively. The model and the recommendations can then be utilised by organisations to
manage the threats affecting their cyberspace. The paper provides valuable information to assist organisations in managing
their cybersecurity threats and hence protect their computers, programs, networks and data in cyberspace. The paper aims to
assist  organisations to  protect  their  information assets  and data from cyberthreats  as  part  of  the contributions toward
community engagement.
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