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Abstract : Cyber terrorism represents the convergence of two worlds: virtual and physical. The virtual world is a place in
which computer programs function and data move, whereas the physical world is where people live and function. The merging
of these two domains is the interface being targeted in the incidence of cyber terrorism. To better understand why cyber
terrorism acts are committed, this study presents the context of cyber terrorism from motivational perspectives. Motivational
forces behind cyber terrorism can be social, political, ideological and economic. In this research, data are analyzed using a
qualitative method. A semi-structured interview with purposive sampling was used for data collection. With the growing
interconnectedness between critical infrastructures and Information & Communication Technology (ICT), selecting targets that
facilitate maximum disruption can significantly influence terrorists. This work provides a baseline for defining the concept of
cyber terrorism from motivational perspectives.
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