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Abstract  :  The advent  of  wireless  networking in  computing technology  cannot  be  overemphasized,  it  opened up easy
accessibility to information resources, networking made easier and brought internet accessibility to our doorsteps, but despite
all these, some mishap came in with it that is causing mayhem in today ‘s overall information security. The cyber criminals will
always compromise the integrity of a message that is not encrypted or that is encrypted with a weak algorithm.In other to
correct the mayhem, this study focuses on cryptosystem and cryptography. This ensures end to end crypt messaging. The study
of various cryptographic algorithms, as well as the techniques and applications of the cryptography for efficiency, were all
considered in the work., present and future applications of cryptography were dealt with as well as Quantum Cryptography was
exposed as the current and the future area in the development of cryptography. An empirical study was conducted to collect
data from network users.
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