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Abstract : Network security is an important aspect in every field like government offices, Educational Institute and any
business organization. Network security consists of the policies adopted to prevent and monitor forbidden access, misuse,
modification, or denial of a computer network. Network security is very complicated subject and deal by only well trained and
experienced people. However, as more and more people become wired, an increasing number of people need to understand the
basics of security in a networked world. The history of the network security included an introduction to the TCP/IP and
interworking. Network security starts with authenticating, commonly with a username and a password. In this paper, we study
about various types of attacks on network security and how to handle or prevent this attack.
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