
A Secure Proxy Signature Scheme with Fault Tolerance Based on RSA
System

Authors : H. El-Kamchouchi, Heba Gaber, Fatma Ahmed, Dalia H. El-Kamchouchi
Abstract : Due to the rapid growth in modern communication systems, fault tolerance and data security are two important
issues in a secure transaction. During the transmission of data between the sender and receiver, errors may occur frequently.
Therefore, the sender must re-transmit the data to the receiver in order to correct these errors, which makes the system very
feeble. To improve the scalability of the scheme, we present a secure proxy signature scheme with fault tolerance over an
efficient and secure authenticated key agreement protocol based on RSA system. Authenticated key agreement protocols have
an important role in building a secure communications network between the two parties.
Keywords : proxy signature, fault tolerance, rsa, key agreement protocol
Conference Title : ICCCS 2016 : International Conference on Cryptology and Computer Security
Conference Location : Copenhagen, Denmark
Conference Dates : June 27-28, 2016

World Academy of Science, Engineering and Technology
International Journal of Computer and Systems Engineering

Vol:10, No:06, 2016

O
pe

n 
Sc

ie
nc

e 
In

de
x,

 C
om

pu
te

r a
nd

 S
ys

te
m

s 
En

gi
ne

er
in

g 
Vo

l:1
0,

 N
o:

06
, 2

01
6 

pu
bl

ic
at

io
ns

.w
as

et
.o

rg
/a

bs
tr

ac
ts

/5
14

52
.p

df

ISNI:0000000091950263International Scholarly and Scientific Research & Innovation 10(06) 2016 1

https://publications.waset.org/abstracts/51452.pdf

