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Abstract : Classification is an important data mining technique and could be used as data filtering in artificial intelligence. The
broad application of classification for all kind of data leads to be used in nearly every field of our modern life. Classification
helps us to put together different items according to the feature items decided as interesting and useful. In this paper, we
compare two classification methods Na&iuml;ve Bayes and ADTree use to detect spam e-mail. This choice is motivated by the
fact that Naive Bayes algorithm is based on probability calculus while ADTree algorithm is based on decision tree. The
parameter settings of the above classifiers use the maximization of true positive rate and minimization of false positive rate.
The experiment results present classification accuracy and cost analysis in view of optimal classifier choice for Spam Detection.
It is point out the number of attributes to obtain a tradeoff between number of them and the classification accuracy.
Keywords : classification, data mining, spam filtering, naive bayes, decision tree
Conference Title : ICMCSSE 2016 : International Conference on Mathematical, Computational and Statistical Sciences and
Engineering
Conference Location : Tokyo, Japan
Conference Dates : May 26-27, 2016

World Academy of Science, Engineering and Technology
International Journal of Mathematical and Computational Sciences

Vol:10, No:05, 2016

O
pe

n 
Sc

ie
nc

e 
In

de
x,

 M
at

he
m

at
ic

al
 a

nd
 C

om
pu

ta
tio

na
l S

ci
en

ce
s 

Vo
l:1

0,
 N

o:
05

, 2
01

6 
pu

bl
ic

at
io

ns
.w

as
et

.o
rg

/a
bs

tr
ac

ts
/5

05
31

.p
df

ISNI:0000000091950263International Scholarly and Scientific Research & Innovation 10(05) 2016 1

https://publications.waset.org/abstracts/50531.pdf

