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Abstract : In modern era of information age, digitalization has revolutionized like never before. Powerful computers, advanced
photo editing software packages and high resolution capturing devices have made manipulation of digital images incredibly
easy. As per as image forensics concerns, one of the most actively researched area are detection of copy move forgeries.
Higher computational complexity is one of the major component of existing techniques to detect such tampering. Moreover,
copy move forgery is usually performed in three steps. First, copying of a region in an image then pasting the same one in the
same respective image and finally doing some post-processing like rotation, scaling, shift, noise, etc. Consequently, pseudo
Zernike moment is  used as a features extraction method for matching image blocks and as a primary factor on which
performance of detection algorithms depends.
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