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Abstract : Mobile Adhoc Network (MANET) is one of the most promising technologies that have applications ranging from
various portable devices to military networks. MANET has no fixed infrastructure and the security of such network is a big
concern. Therefore, in order to operate MANET’s securely, the misbehavior and intrusions should be detected before the
attackers affect the network communication. In this article, we make a comprehensive survey against black hole attack that is a
serious threat against MANET that exploits the routing behavior of the MANET. We have given broad survey solutions that
detect black hole attacks in MANET. This is achieved by analyzing the techniques involved in detecting the attacks in each
scheme. Furthermore, we examine about the challenges to the researchers for constructing an in-depth solution against black
hole attack.
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