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Abstract : The mobile ad-hoc network (MANET) is collection of various types of nodes. In MANET various protocols are used
for communication. In OLSR protocol, a node is selected as multipoint relay (MPR) node which broadcast the messages. As the
MANET is open kind of network any malicious node can easily enter into the network and affect the performance of the
network. The performance of network mainly depends on the components which are taking part into the communication. If the
proper nodes are not selected for the communication then the probability of network being attacked is more. Therefore, it is
important to select the more reliable and secure components in the network. MANET does not have any filtering so that only
selected nodes can be used for communication. The openness of the MANET makes it easier to attack the communication. The
most of the attack are on the Quality of service (QoS) of the network. This paper gives the overview of the various attacks that
are possible on OLSR protocol and some solutions. The papers focus mainly on the OLSR protocol.
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