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Abstract : A key predistribution scheme provides one method to distribute secret ahead of time. Blom’s scheme is a symmetric
threshold key exchange protocol in cryptography. The scheme was proposed by the Swedish cryptographer Rolf Blom. In this
kind of scheme, trusted authority gives each user a secret key and a public identifier, which enables any two users to create
independently a shared key for communicating between each other. However, if an attacker can compromise the keys of at
least Known numbers of users, he can break the scheme and reconstruct every shared key. In this paper generalized Blom’s
Scheme by multivariate Lagrange interpolation formula. This scheme is a form of threshold secret sharing scheme. In this new
scheme, the amount of information transmitted by the trusted authority is independent of the numbers of users. In addition,
this scheme is unconditionally secure against any individual user.
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