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Abstract : Smartphone users are increasing rapidly. Accordingly, many companies are running BYOD (Bring Your Own Device:
Policies to bring private-smartphones to the company) policy to increase work efficiency. However, smartphones are always
under the threat of malware, thus the company network that is connected smartphone is exposed to serious risks. Most
smartphone malware detection techniques are to perform an independent detection (perform the detection of a single target
application). In this paper, we analyzed a variety of intrusion detection techniques. Based on the results of analysis propose an
agent using the network IDS.
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