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Abstract : Cloud computing is an emerging, on-demand and internet- based technology. Varieties of services like, software,
hardware, data storage and infrastructure can be shared though the cloud computing. This technology is highly reliable, cost
effective and scalable in nature. It is a must only the authorized users should access these services. Further the time granted to
access these services should be taken into account for proper accounting purpose. Currently many organizations do the
security measures in many different ways to provide the best cloud infrastructure to their clients, but that’s not the limitation.
This paper presents the multi-level security measure technique which is in accordance with the OSI model. In this paper,
details of proposed multilevel security measures technique are presented along with the architecture, activities, algorithms and
probability of success in breaking authentication.
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