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Abstract : The availability to deploy mobile applications for healthcare is increasing daily thru different mobile app stores. But
within these capabilities the number of hacking attacks has also increased, in particular into medical mobile applications. The
security vulnerabilities in medical mobile apps can be triggered by errors in code, incorrect logic, poor design, among other
parameters. This is usually used by malicious attackers to steal or modify the users’ information. The aim of this research is to
analyze the vulnerabilities detected in mobile medical apps according to risk factor standards defined by OWASP in 2014.
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