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Abstract : Background: Client-Server model is the backbone of today’s internet communication. In which normal user can not
have control over particular website or server? By using the same processing model one can have unauthorized access to
particular server. In this paper, we discussed about application scenario of hacking for simple website or server consist of
unauthorized way to access the server database. This application emerges to autonomously take direct access of simple
website or server and retrieve all essential information maintain by administrator. In this system, IP address of server given as
input to retrieve user-id and password of server. This leads to breaking administrative security of server and acquires the
control of server database. Whereas virus helps to escape from server security by crashing the whole server. Objective: To
control malicious attack and preventing all government website, and also find out illegal work to do hackers activity. Results:
After implementing different hacking as well as non-hacking techniques, this system hacks simple web sites with normal
security credentials. It provides access to server database and allow attacker to perform database operations from client
machine. Above Figure shows the experimental result of this application upon different servers and provides satisfactory
results as required. Conclusion: In this paper, we have presented a to view to hack the server which include some hacking as
well as non-hacking methods. These algorithms and methods provide efficient way to hack server database. By breaking the
network security allow to introduce new and better security framework. The terms “Hacking” not only consider for its illegal
activities but also it should be use for strengthen our global network.
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