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Abstract  :  This  paper  studied  steganography  and  designed  a  simplistic  approach  to  a  steganographic  tool  for  hiding
information in image files with the view of addressing the security challenges with data by hiding data from unauthorized users
to improve its security. The Structured Systems Analysis and Design Method (SSADM) was used in this work. The system was
developed using Java Development Kit (JDK) 1.7.0_10 and MySQL Server as its backend. The system was tested with some
hypothetical health records which proved the possibility of protecting data from unauthorized users by making it secret so that
its existence cannot be easily recognized by fraudulent users. It further strengthens the confidentiality of patient records kept
by medical practitioners in the health setting. In conclusion, this work was able to produce a user friendly steganography
software that is very fast to install and easy to operate to ensure privacy and secrecy of sensitive data. It also produced an
exact copy of the original image and the one carrying the secret message when compared with each.
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