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Abstract : As data size is growing up, people are became more familiar to store big amount of secret information into cloud
storage. Companies are always required to need transfer massive business files from one end to another. We are going to lose
privacy if we transmit it as it is and continuing same scenario repeatedly without securing the communication mechanism
means proper encryption. Although asymmetric key encryption solves the main problem of symmetric key encryption but it can
only encrypt limited size of data which is inapplicable for large data encryption. In this paper we propose a probable approach
of pretty good privacy for encrypt big data using both symmetric and asymmetric keys. Our goal is to achieve encrypt huge
collection information and transmit it through a secure communication channel for committing the business and personal
privacy. To justify our method an experimental dataset from three different platform is provided. We would like to show that
our approach is working for massive size of various data efficiently and reliably.
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