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Abstract : Today, it has been observed security of information along the superhighway is often compromised by those who are
not authorized to have access to such information. In other to ensure the security of information along the superhighway, such
information should be encrypted by some means to conceal the real meaning of the information. There are many encryption
techniques out there in the market. However, some of these encryption techniques are often decrypted by adversaries with
ease. The researcher has decided to develop an encryption technique that may be more difficult to decrypt. This may be
achieved by splitting the message to be encrypted into parts and encrypting each part separately and swapping the positions
before transmitting the message along the superhighway. The method is termed Okike’s Merged Irregular Transposition
Cipher. Also, the research would determine the complexity level in respect to the number of splits of the message.
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