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Abstract : Wireless communications offer organizations and users many benefits such as portability and flexibility, increased
productivity, and lower installation costs. Wireless networks serve as the transport mechanism between devices and among
devices and the traditional wired networks (enterprise networks and the internet). Wireless networks are many and diverse but
are frequently categorized into three groups based on their coverage range: WWAN, WLAN, and WPAN. WWAN, representing
wireless wide area networks, includes wide coverage area technologies such as 2G cellular, Cellular Digital Packet Data
(CDPD), Global System for Mobile Communications (GSM), and Mobitex. WLAN, representing wireless local area networks,
includes 802.11, Hyper lan, and several others. WPAN, represents wireless personal area network technologies such as
Bluetooth and Infrared. The security services are provided largely by the WEP (Wired Equivalent Privacy) protocol to protect
link-level data during wireless transmission between clients and access points. That is, WEP does not provide end-to-end
security but only for the wireless portion of the connection.
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