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Abstract : Poor communication between the victims of the burglaries, road and fire accidents and the agencies, and lack of
quick emergency response by the agencies is solved through Machine-to-Machine (M2M) communication. A distress caller is
expected to make a call through a network to the respective agency for emergency response but due to some challenges, this
often becomes arduous and futile. This research puts forth an Internet-based architecture for Machine-to-Machine (M2M)
communication to enhance information dissemination in National Public Security Communication System (NPSCS) network.
M2M enables the flow of data between machines and machines and ultimately machines and people with information flowing
from a machine over a network, and then through a gateway to a system where it is reviewed and acted on. The research
findings showed that Internet-based architecture for M2M communication is most suitable for deployment of a public security
network which will allow machines to use Internet to talk to each other.
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