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Abstract : The amount of business-critical information in enterprises is growing at an extraordinary rate, and the ability to
catalog that information and properly protect it using traditional security mechanisms is not keeping pace. Alongside the
Information Technology (IT),  information security  needs a  holistic  view in  enterprise.  In  other  words,  a  comprehensive
architectural approach is required, focusing on the information itself, understanding what the data are, who owns it, and which
business and regulatory policies should be applied to the information. Enterprise Architecture Frameworks provide useful tools
to grasp different dimensions of IT in organizations. Usually this is done by the layered views on IT architecture, but not
requisite security attention has been held in this frameworks. In this paper, after a brief look at the Enterprise Architecture
(EA), we discuss the issue of security in the overall enterprise IT architecture. Due to the increasing importance of security, a
rigorous EA program in an enterprise should be able to consider security architecture as an integral part of its processes and
gives a visible roadmap and blueprint for this aim.
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