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Abstract  :  Due  to  the  growing  popularity  of  social  media  platforms  at  present,  there  are  various  concerns,  mostly
cyberbullying, spam, bot accounts, and the spread of incorrect information. To develop a risk score calculation system as a
thorough method for deciphering and exposing unethical  social  media profiles,  this research explores the most suitable
algorithms to our best knowledge in detecting the mentioned concerns. Various multiple models, such as Naïve Bayes, CNN,
KNN, Stochastic Gradient Descent, Gradient Boosting Classifier, etc., were examined, and the best results were taken into the
development of the risk score system. For cyberbullying, the Logistic Regression algorithm achieved an accuracy of 84.9%,
while the spam-detecting MLP model gained 98.02% accuracy. The bot accounts identifying the Random Forest algorithm
obtained 91.06% accuracy, and 84% accuracy was acquired for fake news detection using SVM.
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