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Abstract : This study utilizes linear regression analysis to investigate the correlation between user account passwords and the
probability of civil ID exposure, offering statistical insights into civil ID security. The study employs multiple linear regression
(MLR) analysis to further investigate the elements that influence consumers’ views of civil ID security. This aims to increase
awareness and improve preventive measures. The results obtained from the MLR analysis provide a thorough comprehension
and can guide specific educational and awareness campaigns aimed at promoting improved security procedures. In summary,
the study’s results offer significant insights for improving existing security measures and developing more efficient tactics to
reduce risks related to civil ID security in Oman. By identifying key factors that impact consumers’ perceptions, organizations
can tailor their strategies to address vulnerabilities effectively. Additionally, the findings can inform policymakers on potential
regulatory changes to enhance civil ID security in the country.
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