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Abstract : A large majority of users favoured to wireless LAN connection since it was so simple to use. A wireless network can
be the target of numerous attacks. Class hijacking is a well-known attack that is fairly simple to execute and has significant
repercussions on users. The statistical flow analysis based on machine learning (ML) techniques is a promising categorization
methodology. In a given dataset, which in the context of this paper is a collection of components representing frames belonging
to various flows, machine learning (ML) can offer a technique for identifying and characterizing structural patterns. It is
possible to classify individual packets using these patterns. It is possible to identify fraudulent conduct, such as class hijacking,
and take necessary action as a result. In this study, we explore a way to use machine learning approaches to thwart this attack.
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