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Abstract : Technological and digital innovation is constantly and dynamically evolving, which poses an enormous challenge to
both lawmaking and law enforcement. To legislation because artificial intelligence permeates many areas of people’s daily lives
that the legislator must regulate. it can see how challenging it is to regulate e.g. self-driving cars/taxis/camions etc. Not to
mention cryptocurrencies and Chat GPT, the use of which also requires legislative intervention. Artificial intelligence also
poses an extraordinary challenge to law enforcement. In criminal cases, police and prosecutors can make great use of AI in
investigations, e.g. in forensics, DNA samples, reconstruction, identification, etc. But it can also be of great help in the
detection of crimes committed in cyberspace. In the case of cybercrime, on the one hand, it can be viewed as a new type of
crime that can only be committed with the help of information systems, and that has a specific protected legal object, such as
an information system or data. On the other hand, it also includes traditional crimes that are much easier to commit with the
help of new tools.  According to Hungarian Criminal Code section 375 (1),  any person who, for unlawful financial  gain,
introduces data into an information system, or alters or deletes data processed therein, or renders data inaccessible, or
otherwise  interferes  with  the  functioning of  the  information  system,  and thereby  causes  damage,  is  guilty  of  a  felony
punishable by imprisonment not exceeding three years. The Covid-19 coronavirus epidemic has had a significant impact on our
lives and our daily lives. It was no different in the world of crime. With people staying at home for months, schools, restaurants,
theatres, cinemas closed, and no travel, criminals have had to change their ways. Criminals were committing crimes online in
even greater numbers than before. These crimes were very diverse, ranging from false fundraising, the collection and misuse
of personal data, extortion to fraud on various online marketplaces. The most vulnerable age groups (minors and elderly) could
be made more aware and prevented from becoming victims of this type of crime through targeted programmes. The aim of the
study is to show the Hungarian judicial practice in relation to cybercrime and possible preventive solutions.
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