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Abstract : Digital evidence will be the most widely used type of evidence in the future. With the development of the modern
world, more and more new types of crimes have evolved and transformed. For this reason, it is extremely important to examine
these types of crimes in order to get a comprehensive picture of them, with which we can help the authorities work. In 1865,
with early technologies, people were able to forge a picture of a quality that is not even recognized today. With the help of
today's technology, authorities receive a lot of false evidence. Officials are not able to process such a large amount of data, nor
do they have the necessary technical knowledge to get a real picture of the authenticity of the given evidence. The digital world
has many dangers. Unfortunately, we live in an age where we must protect everything digitally: our phones, our computers,
our cars, and all the smart devices that are present in our personal lives and this is not only a burden on us, since companies,
state and public utilities institutions are also forced to do so. The training of specialists and experts is essential so that the
authorities can manage the incoming digital evidence at some level. When analyzing evidence, it is important to be able to
examine it from the moment it is created. Establishing authenticity is a very important issue during official procedures. After
the proper acquisition of the evidence, it is essential to store it safely and use it professionally. After the proper acquisition of
the evidence, it is essential to store it safely and use it professionally. Otherwise, they will not have sufficient probative value
and in case of doubt, the court will always decide in favor of the defendant. One of the most common problems in the world of
digital data and evidence is doubt, which is why it is extremely important to examine the above-mentioned problems. The most
effective way to avoid digital crimes is to prevent them, for which proper education and knowledge are essential. The aim is to
present the dangers inherent in the digital world and the new types of digital crimes. After the comparison of the Hungarian
investigative techniques with international practice, modernizing proposals will be given. A sufficiently stable yet flexible
legislation is needed that can monitor the rapid changes in the world and not regulate afterward but rather provide an
appropriate framework. It is also important to be able to distinguish between digital and digitalized evidence, as the degree of
probative force differs greatly. The aim of the research is to promote effective international cooperation and uniform legal
regulation in the world of digital crimes.
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