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Abstract : Cloud computing is an important and promising field in the recent decade. Cloud computing allows sharing
resources, services and information among the people of the whole world. Although the advantages of using clouds are great,
but there are many risks in a cloud. The data security is the most important and critical problem of cloud computing. In this
research a new security model for cloud computing is proposed for ensuring secure communication system, hiding information
from other users and saving the user's times. In this proposed model Blowfish encryption algorithm is used for exchanging
information or data, and SHA-2 cryptographic hash algorithm is used for data integrity. For user authentication process a
simple user-name and password is used, the password uses SHA-2 for one way encryption. The proposed system shows an
improvement of the processing time of uploading and downloading files on the cloud in secure form.
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