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Abstract : Working according to the DevOps principle has gained in popularity over the past decade. While its extension
DevSecOps started to include elements of cybersecurity, most real-life projects do not focus risk and security until the later
phases of a project as teams are often more familiar with engineering and infrastructure services. To help bridge the gap
between security and engineering, this paper will take six building blocks of cybersecurity and apply them to the DevOps
approach. After giving a brief overview of the stages in the DevOps lifecycle, the main part discusses to what extent six
cybersecurity blocks can be utilized in various stages of the lifecycle. The paper concludes with an outlook on how to stay up to
date in the dynamic world of cybersecurity.
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