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Abstract : The purpose of this paper is to demonstrate that cyberterrorism is existing and poses a threat to computer security
and national security. Nowadays, people have become excitedly dependent upon computers, phones, the Internet, and the
Internet of things systems to share information, communicate, conduct a search, etc. However, these network systems are at
risk from a different source that  is  known and unknown. These network systems risk being caused by some malicious
individuals, groups, organizations, or governments, they take advantage of vulnerabilities in the computer system to hawk
sensitive information from people, organizations, or governments. In doing so, they are engaging themselves in computer
threats, crime, and terrorism, thereby making the use of computers insecure for others. The threat of cyberterrorism is of
various  forms  and  ranges  from one  country  to  another  country.  These  threats  include  disrupting  communications  and
information, stealing data, destroying data, leaking, and breaching data, interfering with messages and networks, and in some
cases, demanding financial rewards for stolen data. Hence, this study identifies many ways that cyberterrorists utilize the
Internet as a tool to advance their malicious mission, which negatively affects computer security and safety. One could identify
causes for disparate anomaly behaviors and the theoretical, ideological, and current forms of the likelihood of cyberterrorism.
Therefore, for a countermeasure, this paper proposes the use of previous and current computer security models as found in the
literature to help in countering cyberterrorism
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