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Abstract : With the latest development in the field of cutting-edge technologies, there is a rapid increase in the use of
technology-oriented gadgets. In a recent scenario of the tech era, there is increasing demand to fulfill our day-to-day routine
tasks with the help of technological gadgets. We are living in an era of technology where trends have been changing, and a
race to introduce a new technology gadget has already begun. Smart cities are getting more popular with every passing day;
city councils and governments are under enormous pressure to provide the latest services for their citizens and equip them
with all the latest facilities. Thus, ultimately, they are going more into smart cities infrastructure building, providing services to
their inhabitants with a single click from their smart devices. This trend is very exciting, but on the other hand, if some incident
of security breach happens due to any weaker link, the results would be catastrophic. This paper addresses potential security
and privacy breaches with a possible solution by using Blockchain technology in IoT enabled environment.
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