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Abstract : The fact that people tend to remember pictures better than texts, motivates researchers to develop graphical
passwords as an alternative to textual passwords. Graphical passwords as such were introduced as a possible alternative to
traditional text passwords, in which users prove their identity by clicking on pictures rather than typing alphanumerical text. In
this paper, we present a scheme for graphical passwords that are resistant to shoulder surfing attacks and spyware attacks.
The proposed scheme introduces a clicking technique to chosen images. First, the users choose a set of images, the images are
then included in a grid where users can click in the cells around each image, the location of the click and the number of clicks
are saved. As a result, the proposed scheme can be safe from shoulder surface and spyware attacks.
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