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Abstract : In our present world, we are generating a lot of data and we, need a specific device to store all these data.
Generally, we store data in pen drives, hard drives, etc. Sometimes we may loss the data due to the corruption of devices. To
overcome all these issues, we implemented a cloud space for storing the data, and it provides more security to the data. We
can access the data with just using the internet from anywhere in the world. We implemented all these with the java using Net
beans IDE. Once user uploads the data, he does not have any rights to change the data. Users uploaded files are stored in the
cloud with the file name as system time and the directory will be created with some random words. Cloud accepts the data only
if the size of the file is less than 2MB.
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