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Abstract : The production of logic devices faces the occurrence of faults during manufacturing. This work analyses the
complexity of testing a special type of logic device on inverse, adhesion, and constant input faults. The focus of this work is on
devices that implement cryptographic functions. The complexity values for the general case faults and for some frequently
occurring subsets were determined and proved in this work. For a special case, when the length of the text block is equal to
the length of the key block, the complexity of testing is proven to be asymptotically half the complexity of testing all logic
devices on the same types of input faults.
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