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Abstract : Smart contracts are computer protocols that facilitate, verify,  and execute the negotiation or execution of a
contract, or that render a contractual term unnecessary. Blockchain and smart contracts can be used to facilitate almost any
financial transaction. Thanks to these smart contracts, the settlement of dividends and coupons could be automated. Smart
contracts have become lucrative and profitable targets for attackers because they can hold a great amount of money. Smart
contracts, although widely used in blockchain technology, are far from perfect due to security concerns. Since there are recent
studies on smart contract security, none of them systematically study the strengths and weaknesses of smart contract security.
Some have focused on an analysis of program-related vulnerabilities by providing a taxonomy of vulnerabilities. Other studies
are responsible for listing the series of attacks linked to smart contracts. Although a series of attacks are listed, there is a lack
of  discussions  and  proposals  on  improving  security.  This  survey  takes  stock  of  smart  contract  security  from a  more
comprehensive perspective by correlating the level of vulnerability and systematic review of security levels in smart contracts.
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