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Abstract : Due to rapid advancement of powerful image processing software, digital images are easy to manipulate and modify
by ordinary people. Lots of digital images are edited for a specific purpose and more difficult to distinguish form their original
ones. We propose a clustering method to detect a copy-move image forgery of JPEG, BMP, TIFF, and PNG. The process starts
with reducing the color of the photos. Then, we use the clustering technique to divide information of measuring data by
Hausdorff Distance. The result shows that the purposed methods is capable of inspecting the image file and correctly identify
the forgery.
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