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Abstract : According to the scientific information management literature, the improper use of information technology (e.g.
personal  computers)  by employees are one main cause for  operational  and information security  loss  events.  Therefore,
organizations implement information security awareness programs to increase employees’ awareness to further prevention of
loss events. However, in many cases these information security awareness programs consist of conventional delivery methods
like posters, leaflets, or internal messages to make employees aware of information security policies. We assume that a viral
information  security  awareness  video  might  be  more  effective  medium than  conventional  methods  commonly  used  by
organizations.  The purpose of  this  research is  to  develop a  viral  video artifact  to  improve employee security  behavior
concerning information technology.
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