
 

Dynamic Admission Control for  
Quality of Service in IP Networks 

 
J. Kasigwa, V. Baryamureeba, and D. Williams

 

  
Abstract—The goal of admission control is to support the Quality 

of Service demands of real-time applications via resource reservation 
in IP networks. In this paper we introduce a novel Dynamic 
Admission Control (DAC) mechanism for IP networks.  The DAC 
dynamically allocates network resources using the previous network 
pattern for each path and uses the dynamic admission algorithm to 
improve bandwidth utilization using bandwidth brokers. We evaluate 
the performance of the proposed mechanism through trace-driven 
simulation experiments in view point of blocking probability, 
throughput and normalized utilization. 
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I. INTRODUCTION 

DMISSION control in IP networks has become an 
important area of interest for most network researchers 

and network managers in the provisioning of end-to-end 
Quality of Service (QoS) [1], [2]. Admission control is a key 
component for QoS delivery in IP networks because it 
determines the extent to which network resources are utilized 
and whether the contracted QoS requirements are actually 
delivered. 

Although significant progress has been made in providing 
scalable QoS guarantees to a wide range of real-time 
applications, little attention has been paid to the dynamic 
aspect of admission control in IP networks [3]. Current 
research has ignored an important issue of admission control 
in IP networks, particularly when traffic is traversing multiple 
IP network domains [4]. Real-time applications need more 
stringent QoS requirements in terms of bandwidth, latency and 
loss. QoS does not create bandwidth, but manages it more 
effectively to meet the wide application requirements [5]. 

To satisfy these requirements the IETF proposed 
Differentiated Service (DiffServ) architecture in the end of 
1990. DiffServ provides a simple and coarse method of 
classifying services of various applications. There are 
currently three Per Hop Behaviors (PHB) defined that 
effectively represent three service classes such as Expedited 
Forwarding (EF), Assured Forwarding (AF) and Best Effort 
(BE). DiffServ simplifies the function of core nodes and 
distributes the complex control function to edge nodes to 
provide scalability [6]. The bandwidth broker is introduced for 
the control and management of end-to-end QoS to reduce the 
complexity of QoS control plane [7].  

The static admission control methods such as PBAC and 
MBAC operate well in the management of simple IP networks. 
However, the static admission control methods cannot cope 
with dynamic changes of input traffic and network topology 
since it reflects the IP network status. In this respect, the 
bandwidth broker model provides the dynamic provisioning. 

The dynamic admission control allocates the network 
resources to the requested user flow according to the network 
situation. However, this mechanism also introduces its own 
scalability issue to handle large volumes of flows as the 
network system scales [8][9]. 

In this paper, we propose the Dynamic Admission Control 
(DAC) mechanism. The DAC allocates the network resource 
using the previous traffic pattern to each path. Edge nodes do 
not need communication with the bandwidth broker if the 
allocated bandwidth for the path is sufficient to satisfy the 
flow’s request. In the proposed DAC mechanism, “dynamic” 
means that the bandwidth broker allocates the resource to the 
path dynamically and the amount of bandwidth allocated to 
the path is not fixed but is variable upon the traffic flow’s QoS 
requirements. 

The remainder of the paper is organized as follows. In 
section 2, we first summarize the previous work of the 
admission control. In section 3 and 4, we describe detail 
procedure of the DAC mechanism and present the simulation 
results and the performance evaluation analysis. We conclude 
the paper in Section 5. 
 

II. DYNAMIC ADMISSION CONTROL MECHANISM 

The proposed Dynamic Admission Control (DAC) 
mechanism in IP networks is divided into two phases: Path-
level admission control and Link-level admission control. The 
bandwidth broker manages only the path-level bandwidth 
resources within the domain and path-level admission control 
is performed at the ingress edge node. For the link-level 
admission control, MBAC is performed for management of 
the link-level bandwidth along the path. For the DAC 
mechanism, a two-phase measurement-based admission 
control method is used [10]. 

The bandwidth broker calculates the path bandwidth within 
the domain and sends it to each ingress edge node. The ingress 
edge node then performs the path-level admission control 
using the path bandwidth. If the path bandwidth is fully 
occupied, the ingress edge node performs the movable 
boundary bandwidth management and extends the path 
bandwidth of the Expedited Forwarding (EF) or Assured 
Forwarding (AF) service. It also performs the link-level 
admission control using MBAC. On the other hand, if 
congestion occurs in the core node along the path, a 
congestion notification is sent to each ingress edge node 
through the bandwidth broker [11]. The ingress edge node 
then performs only link-level admission control using DAC if 
there is enough path bandwidth. 

The proposed DAC framework simplifies the bandwidth 
calculation in the bandwidth broker by performing only path-
level resource management. It also has an advantage in that 
the ingress edge node can perform the admission control for 
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itself within the path-level bandwidth regardless of any 
communication with the bandwidth broker. Furthermore, 
when the path-level bandwidth allocated initially is fully 
occupied, the proposed mechanism performs dynamic 
bandwidth management with dynamic admission control to 
extend the allocated bandwidth at the edge node for the link-
level admission control. Another advantage of the proposed 
framework is that the bandwidth broker need not maintain any 
link-level bandwidth information for the link level admission 
control. 
 

III. DYNAMIC ADMISSION CONTROL ALGORITHM 

In this section, we describe the basic operation model and 
the algorithm of the proposed dynamic admission control 
mechanism. Dynamic admission control allocates the network 
resources to the requested user flow properly according to the 
network situation. It means that this algorithm has to react fast 
to the unexpected traffic pattern changes. The efficient 
network resource management of IP networks depend on how 
ingress edge node can perform the distinct functions according 
to service classes instead of simple operation in core node. 
The traffic violation information of network should be 
gathered immediately by the bandwidth broker and feedback 
given to the ingress edge node. 

In the proposed DAC mechanism, the bandwidth broker 
initially allocates provisioned bandwidth to each path. The 
state of a path maintains the amount of bandwidth that has 
been allocated to the path. When a flow reservation set-up 
request along a path arrives, the ingress edge node only needs 
to check the corresponding path whether the amount of 
bandwidth allocated to the path is sufficient to satisfy the 
flow’s request. If the answer is positive, the flow request is 
accepted. Only when the allocated bandwidth of the path is 
less than the requested bandwidth, the ingress edge node 
requests the additional bandwidth to the bandwidth broker. 
The amount of the additional bandwidth is calculated in the 
ingress edge node based on the previous traffic pattern 
information.  

The bandwidth broker will check each link along the path to 
see whether there is available bandwidth at all the links except 
already allocated bandwidth for each path. If available 
bandwidth is sufficient, the bandwidth broker allocates the 
additional bandwidth to the path and informs each node along 
the path to change allocated bandwidth information for that 
path. Therefore, this mechanism simplifies the bandwidth 
calculation in the bandwidth broker by limiting the resource 
management to the only path level. That is, the bandwidth 
broker can minimize the communication between the 
bandwidth broker and each node in the domain. Also, it has 
some advantages that the ingress edge node performs the 
admission control for itself in path level, the estimation of 
additional bandwidth, and the dynamic bandwidth allocation. 

A more formal and detailed description of the scheme is 
presented by the pseudo-code in Fig. 1 and Fig. 2. 
 

 
Fig. 1 Notations 

 

 
Fig. 2 Dynamic admission control at the ingress edge node 

 
Fig. 2 describes the admission control in the ingress edge 

node. If the reserved bandwidth is sufficient for new flow set-
up request, the ingress edge node accepts the flow request. If 
not, the ingress edge node computes the additional bandwidth 
considered to be needed in next period and requests bandwidth 
allocation to the bandwidth broker. That additional bandwidth, 
BWi+1 denotes the amount of bandwidth that the ingress edge 
node will request to bandwidth broker in time Ti+1, is estimated 
based the previous traffic pattern such as follows: 
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BWi is the allocated bandwidth in time Ti, and UBWi is the used 
bandwidth in time Ti.  

Also, ∆t means that the average value of time interval from 
Ti-1 to Ti. Through this ∆t, we can reflect the previous traffic 
patterns to the next bandwidth allocation. 
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If the minimum available bandwidth among the links along the 
path is greater or equal to the maximum requested bandwidth 
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from the edge node to the bandwidth broker, then additional 
bandwidth is allocated. In the case that the available 
bandwidth in each link along the path is sufficient to satisfy 
the requested additional bandwidth from the ingress edge node, 
the bandwidth broker will allocate MAX_BW or min to the 
ingress edge node as well as to each node in domain. 
Otherwise, the flow set-up request is rejected. 
 

IV.  PERFORMANCE EVALUATION 

To evaluate the proposed DAC mechanism, we perform 
extensive simulation experiments to ascertain the efficacy of 
the proposed solution. To measure the accuracy and 
effectiveness of the DAC algorithms, we simulate different 
admission control mechanisms and the obtained results are 
compared with the DAC mechanism. 
 

A.  Simulation Model and Results 

In this section, we conduct simulation experiments to 
evaluate the accuracy of the aforementioned admission control 
algorithms by performing a set of admission control 
experiments. We used the NS-2 (network simulator-2) 
simulator and the peer-to-peer simulation model. 
 

 
Fig. 3 Simulation model 

 
The workload consists of a set of twenty 30-minute traces 

of MPEG and JPEG compressed video of Expedited 
Forwarding (EF) and Assured Forwarding (AF) traffic flows. 
We used the actual traces of MPEG-compressed video traffic 
for the experiments. 

In the implementation of the proposed dynamic admission 
control algorithms, we perform a set of trace-driven simulation 
and admission control experiments for a wide variety of traffic 
mixes and network capacities. To achieve this, we first 
implement a number of admission control algorithms from the 
aforementioned traffic classes and determine their respective 
admissible regions for various traffic mixes and QoS 
parameters. 

Each path has an initial bandwidth provisioning to 
EF/AF/BE traffic services. We evaluate the blocking 
probability of each ingress edge node and packet loss 
probability of the core node of DAC and compare them with 
the measurement-based admission control (MBAC) method. 
 

Simulation time is always 1200 seconds of which the first 
600 seconds are discarded as “warming period”. The particular 
area of interest is the blocking probability, throughput and 
packet loss probability of different admission control methods. 
The node is loaded with exponentially distributed inter-arrival 
and holding times. The mean holding time is 30 s, the mean 
inter-arrival time is set to achieve load factor ρ. We define the 
input traffic load factor (ρ) = mean holding time/call attempt 
time interval. The target loss probability of the AF service is 
10-3, the end-to-end delay is 50 ms. 

Our simulation scenario consists of a first-come-first-serve 
multiplex with buffer size B, MPEG and JPEG real-time 
traffic traces as the workload, and the link capacity of C = 45 
Mbps, unless otherwise noted. In all experiments, we set the 
buffer size B equal to C times the required delay bound so that 
delay violation probability is the same as packet loss 
probability. i.e.  
Buffer size = Link capacity x delay bound i.e. B = Cd 
 

B.  Result Analysis 

An admission control test’s effectiveness is ultimately 
determined by its ability to correctly decide whether or not a 
new traffic flow can be admitted while still satisfying the QoS 
constraints of all established flows plus the new flows. We 
calculate 95% confidence intervals for each probability 
estimated via simulation using the method of batch mean [12].  

Fig. 4 shows the blocking probability of the proposed DAC 

mechanism compared to the static MBAC for EF and AF 
traffic services. 

 

 
Fig. 4 Blocking probability of proposed DAC 

 
This simulation result shows that the proposed DAC 

mechanism has less blocking probability than static 
measurement based admission control (MBAC) mechanisms 
even with a high traffic load. As the proposed mechanism can 
use the unused bandwidth of BE service through the dynamic 
admission control method and can accept more requested 
flows. On the other hand, the static admission control allocates 
a fixed bandwidth of the link to each service class and this 
allocated bandwidth is not changed. 
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From the simulation experiments, we can see from Fig. 5 that 
AF3 connections experience higher end-to-end packet delay 
with MBAC as compared to the proposed DAC. 
 

 
Fig. 5 AF3 traffic bottleneck link delays 

 
DAC mechanism gives better end-to-end throughput 

performance for real-time applications at different packet 
arrival intensities. This admission control test is able to 
capture non-exponential relationship between packet losses 
and delays. 

Fig. 6 shows the packet loss probability of the proposed 
mechanism for AF service when the traffic load is 5 and the 
buffer size is 500.  We can also see the effect of the admission 
control scheme of the proposed mechanism. If a mechanism 
has no proper admission control scheme, the target loss 
probability cannot be satisfied when traffic load is 5. 
 

 
Fig. 6 Effect of dynamic admission control 

 
From Fig. 6, it can also be seen that even though the 

proposed DAC mechanism accepted more flows than static 
MBAC, the target loss probability (10-3) of the AF service is 
guaranteed.  
 

V. CONCLUSION 

In this paper, a novel Dynamic Admission Control 
mechanism for IP networks has been designed and developed 
for scalable support of end-to-end QoS guarantees in IP 
networks. The proposed DAC mechanism simplifies the 
calculation of the bandwidth data table in the bandwidth 
broker by performing only path-level resource management. 

Both the theoretical and simulated results of the proposed 
DAC mechanism provide better end-to-end QoS guarantees 
than the existing admission controls methods. With DAC, the 
demands of real time traffic do not override all other traffic 
requirements, but rather traffic link resources are shared in a 
more dynamic and flexible manner. 

For the performance evaluation of the proposed mechanism, 
we presented simulation results in terms of blocking 
probability, loss probability, and throughput, comparing the 
proposed DAC mechanism with static MBAC, comparing our 
mechanism with the existing dynamic provisioning 
mechanisms using an ns-2 simulator. Through simulation 
results, we proved that the proposed DAC mechanism 
guarantee users QoS requirements and provide bandwidth 
efficiency. 
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