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Abstract—We describe an effective method for image encryption which employs magnitude and phase manipulation using carrier images. Although it involves traditional methods like magnitude and phase encryptions, the novelty of this work lies in deploying the concept of carrier images for encryption purpose. To this end, a carrier image is randomly chosen from a set of stored images. One dimensional (1-D) discrete Fourier transform (DFT) is then carried out on the original image to be encrypted along with the carrier image. Row wise spectral addition and scaling is performed between the magnitude spectra of the original and carrier images by randomly selecting the rows. Similarly, row wise phase addition and scaling is performed between the original and carrier images phase spectra by randomly selecting the rows. The encrypted image obtained by these two operations is further subjected to one more level of magnitude and phase manipulation using another randomly chosen carrier image by 1-D DFT along the columns. The resulting encrypted image is found to be fully distorted, resulting in increasing the robustness of the proposed work. Further, applying the reverse process at the receiver, the decrypted image is found to be distortionless.
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I. INTRODUCTION

Securing communications is an important aspect in the present era of digital and wireless communication. The objective of communication security is to protect the message from unauthorized users. There are three major ways of securing communications, namely, cryptography, steganography and watermarking. Cryptography [1]-[6] basically deals with developing methods for converting messages from intelligible form to unintelligible form. Steganography [7]-[10] is a means of proposing methods for hiding messages inside other messages. Watermarking, [11]-[14] on the other hand, is a technique for hiding authentication information inside messages. All the methods mentioned above, however, are on the condition to retrieve the message from unintelligible or hidden form when it is needed. In the present work, our focus has been on the first method, cryptography.

In cryptography, message is transformed from intelligible to unintelligible form using the encryption operation and is converted back from unintelligible to intelligible form using the decryption operation [1], [15]-[17]. Note that the main component of either encryption or decryption, which is essentially an inverse operation of encryption, is termed as key, where the security of a given encryption method is directly proportional to the length of the key. If the same key is used for both encryption and decryption, then it is called a private-key cryptosystem [3], [18]. Alternatively, if the encryption and decryption keys are different, then it is called a public-key cryptosystem [1].

The private-key cryptosystem employs either permutation or substitution or both and is dictated by the method employed. Most of these methods operate in temporal or spatial domain. In frequency domain, the cryptosystem employs frequency inversion, band scattering and permutation of spectral features like linear prediction coefficients (LPCs) [1], [19]. In all these cases, the encryption is dictated by the key and if some how the key is known, then the unauthorized users can decrypt the message. The objective of this work is to increase the level of security by using carrier images, such that not only the key but also the carrier images are needed to decrypt the message.

The proposed method, dealing with private key cryptosystem, works in the frequency domain. The basis for the proposed method is that the encrypted signal is obtained by magnitude and phase manipulation of the original message using the carrier signal. The original message magnitude and phase can be uniquely retrieved from the encrypted signal if and only if the carrier signal magnitude and phase are known. Since the carrier signal is kept secret along with the keys, mere retrieval of key will not be able to decrypt the message. The complexity is increased further by randomly choosing the carrier signal from the set of signals. In simple sense, what is available in the insecure channel is the combined signal and the message can be obtained from this only if the carrier signal is known.

This paper is organized as follows: In Section II, the general block diagrams of the existing and proposed private-key cryptosystems are discussed. The proposed magnitude manipulation, phase manipulation and the combined magnitude and phase manipulation methods for encryption are introduced with details in Section III. The experimental results and discussions related to the same are given in Section IV. The paper is concluded by providing the summary of the present work and the scope of the future work in Section V.

II. PRIVATE-KEY CRYPTO SYSTEM USING CARRIER IMAGES

The general block diagram of a private-key cryptosystem is given in Fig. 1. As indicated in the figure, a private-key
The basis for the proposed methods is that the original image can be retrieved from the encrypted image only when the carrier image is made available. The manipulation of the magnitude and phase of the original image is subjected to the condition of satisfying even symmetry for magnitude manipulation and odd symmetry for phase manipulation. This is to ensure the retrieval of the encrypted or decrypted images in the spatial domain.

A. Encryption by magnitude manipulation

The block diagram of the proposed magnitude manipulation method for encryption and decryption is shown in Fig. 3. One dimensional (1-D) Discrete Fourier Transform (DFT) is computed for the original image to be encrypted along the rows/columns [20]. Similarly, a carrier image is selected from the set of images using a random index generator and row/column wise 1-D DFT is computed for the selected carrier image. A row/column is randomly selected from the 1-D DFT values of the original image using a random index generator. Similarly, a row/column is randomly chosen from the 1-D DFT values of the carrier image. The magnitude addition is done for the two and scaled by a factor of 0.5. The scaling is done to keep the magnitude of the encrypted image at comparable level to that of the two images. Now, the phase of the selected row/column of the original image is used for constructing the encrypted version of that row and stored as first row in the encrypted image. Random selection of row/column of the original and carrier images is made from the remaining ones, magnitude manipulation is performed and the encrypted version is stored as the second row in the encrypted image. This procedure is continued till all the rows/columns in the original image are completed. The encrypted image is constructed in the spatial domain by taking the Inverse Discrete Fourier Transform (IDFT) of the encrypted version in the frequency domain. In other words, if \( U(m,n) \) and \( C(m,n) \) denote the input and carrier images, their 1-D DFTs, \( U'(m,l) \) and \( C'(m,l) \) respectively, are calculated using the following equations:

\[
U'(m,l) = \sum_{n=0}^{N-1} U(m,n)W_N^{ln}, \quad 0 \leq m, l \leq N - 1 \quad (1)
\]

Fig. 1. Block diagram of private-key cryptosystem.

Fig. 2. Block diagram of proposed private-key cryptosystem using carrier images.
The conversion of the image with frequency domain can then be written as

\[ V(m, l) = |V(m, l)|e^{j\Phi(U'(m, l))} \]  

where \( \lambda_1 \) and \( \lambda_2 \) denote two independent operators. This vector contains the magnitudes of two randomly added rows of \( U'(m, l) \) and \( C'(m, l) \), which, in turn, would produce a magnitude manipulated matrix \( |V(m, l)| = |V(0, l)| |V(1, l)| \cdots |V(N-1, l)| \) to be used for our case. The encrypted image with frequency domain can then be written as

\[ C'(m, l) = \sum_{n=0}^{N-1} C(m, n)W^{in}_N, \quad 0 \leq m, l \leq N-1 \]  

where \( W^{in}_N = e^{-j\frac{2\pi in}{N}} \). Let \( \lambda(.) \) denotes a random operator which selects any row of a matrix at a random within the range \([0, N - 1]\) without replacement. Then, any row vector \( v(k, l) \), \( k, 0, 1, \cdots, N - 1 \) can be written as

\[ |v(k, l)| = \frac{1}{2} [\lambda_1(U'(m, l))] + [\lambda_2(C'(m, l))]. \]

Finally the original image is reconstructed using the magnitude of encrypted image, which is nothing but the magnitude of the original image and modified phase and then taking IDFT.

C. Encryption by magnitude and phase manipulation

This method is essentially obtained by combining the two methods described above. The block diagram of the encryption part of this method is given in Fig. 4. Row wise DFT is performed on the original image to be encrypted. The magnitude of the original image is encrypted by magnitude manipulation and the phase of the original image is encrypted by phase manipulation as described earlier. The first row of the encrypted image is obtained by combining the modified magnitude and modified phase resulting from the first random selection. This process is continued for all the rows in the original image. The encrypted image in the spatial domain from the row wise operation is constructed by the IDFT operation. The resulting encrypted image is further subjected to one more level of encryption by taking column wise DFT on the encrypted image. It is to be emphasized at this stage that, there are in total four carrier images used in the encryption operation, two for row wise and two for column wise magnitude and phase manipulation and all are randomly selected from the set of stored images. Also note that, setting \( \lambda_1 \) and \( \lambda_2 \) same as \( \lambda_3 \) and \( \lambda_4 \), respectively, would reduce the decrypter complexity considerably.

The block diagram of the decryption part of the proposed encryption method by magnitude and phase manipulation is given in Fig 5. In the decryption process first the column wise decryption of magnitude and phase is done by using the respective carrier images. The column wise decrypted image is further subjected to row wise decryption to obtain the original image.

IV. EXPERIMENTAL RESULTS AND DISCUSSIONS

Gray level lena image is taken as the original image to be encrypted and the other images are chosen as carrier images. The original image, randomly chosen carrier image, their magnitude and phase spectra, modified magnitude spectra by the proposed magnitude manipulation method, resulting encrypted image and the corresponding decrypted image are shown in Fig. 6. As it can be observed from the figure, the encrypted image by the proposed magnitude manipulation is distorted and the decrypted image is free from any distortion.
Fig. 3. Block diagram of encryption and decryption operations by magnitude manipulation method. For phase manipulation method, a similar treatment is carried out by substituting ‘magnitude’ with ‘phase’ in the above diagram.

Fig. 4. Block diagram of encryption part of magnitude and phase manipulation method.

Fig. 5. Block diagram of decryption part of proposed magnitude and phase manipulation method.

The peak signal to noise ratio (PSNR) of the encrypted and decrypted images with respect to the original image is found to be 5.3 dB and 314.8 dB, respectively [20]. Lower the PSNR, more distorted will be the image and hence contains less information about the original image. By visual perception, we can observe that the encrypted image contains most of the information about the original image. The same set of images for the proposed phase manipulation method are shown in Fig. 7. As it can be observed from the figure, the encrypted message by the proposed phase manipulation method is fully distorted and the decrypted image is free from any distortions. The PSNR of the encrypted and decrypted images with respect to the original image is found to be 12.4 dB and 307.5 dB. By visual perception also, we can observe that the encrypted image does not contain much information about the original image.

The original image, randomly chosen carrier images, encrypted image by row wise encryption using magnitude and phase manipulation and encrypted image using row and then column wise encryption using magnitude and phase manipulation and their respective decrypted images are shown in Fig. 8. As it can be observed from the figure that the encrypted image by the proposed combined method is fully distorted and the decrypted image is free from any distortions. The PSNR of the encrypted and decrypted images with respect to the original image is found to be 11.9 dB, 11.9 dB, 11.9 dB and 301.7 dB, respectively. By visual perception also, we can observe that the encrypted image does not contain much
information about the original image. Further, Fig. 9 shows the effectiveness of the proposed method by changing the order of row and column wise operations at the receiver side, where the received image is totally garbled. Also, it can be observed from Fig. 6, 7 and 8, the magnitude manipulation method distorts the information in the original image to the least extent whereas the phase manipulation method as well as the combined method perform the same to a better extent. Further, the distortion in the phase manipulation method seem to be significant. This infers that the phase contains maximum information about the images [21]. From the PSNR and the complexity point of view the combined method seems to be preferable compared to individual manipulations.

The effectiveness of the proposed method, evaluated in terms of mean square error (MSE) and PSNR for different images, is tabulated in Table I. The entries in the table show the average values taken across several images. The relatively higher MSE and lower PSNR in case of combined magnitude and phase encryption method compared to either magnitude or phase encryption alone indicates that the combined method is preferable.

One important observation was made during the experimental studies. By visual observation, it can be seen that the encrypted image by magnitude manipulation is less distorted compared to that of phase manipulation and combined methods. Even though this behavior is reflected by MSE and PSNR in the average sense as given in Table I, it was observed in some cases that the PSNR of the encrypted image by magnitude manipulation is lower compared to that of the other two methods. Not that in such cases the pixel values in the encrypted image by magnitude manipulation are seen to be less near to original image than that by the other two methods. This may be the reason for low PSNR in case of magnitude manipulation compared to the other two.

TABLE I

<table>
<thead>
<tr>
<th>Encryption</th>
<th>MSE</th>
<th>PSNR</th>
</tr>
</thead>
<tbody>
<tr>
<td>Magnitude</td>
<td>1727.5</td>
<td>15.37</td>
</tr>
<tr>
<td>Phase</td>
<td>4521.3</td>
<td>11.37</td>
</tr>
<tr>
<td>Magnitude</td>
<td>4899.2</td>
<td>10.76</td>
</tr>
<tr>
<td>and Phase</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

V. SUMMARY AND CONCLUSIONS

In this paper, we have proposed a method for encryption of images using carrier images, particularly with magnitude and phase manipulations. The proposed method is based on the fact that the individual components of a combined signal can be known only when all the carrier components are known, thereby increasing the security. From the experimental results we can infer that the combined magnitude and phase manipulation method provides full distortion in the encrypted image and also the method is computational intensive to break. Thus this method may be used in places where there is need to provide security against causal observers and also in tactical
applications where security is needed for short duration like few hours and days.

In the present work the proposed methods operate in the frequency domain. There are certain algorithms which operate in spatial domain too. These algorithms may also be effectively combined with the existing ones to provide better security.
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