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Abstract : Content centric network is the network based on the mechanism of sending and receiving the data based on the
interest and data request to the specified node (which has cached data). In this network, the security is bind with the content
not with the host hence making it host independent and secure. In this network security is applied by taking content’s MAC
(message authentication code) and encrypting it with the public key of the receiver. On the receiver end, the message is first
verified and after verification message is saved and decrypted using the receiver's private key.
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